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Overview

Lifecycle of OCI Verifiable Presentations (VPs)

The OCI architecture makes use of W3C Verifiable Presentations as a means of 
establishing a relationship between a Verifiable Credential and a Business Message 
and may include attributes that relate to either or the process that is executing.  

For example, in PI Verification, the 
Verifiable Credential of the Requester  

or Responder is wraped in a 
Verifiable Presentation along with 

other attributes that provide a link to 
the REquest/Response and replay 

mitigation.  

PI Request/Response Header

PI Request/Response Body

PI Request/Response

Verifiable Presentation

- PI Verification Response UUID
- ATP Signature
- Verifiable Presentation Expiration DateStamp

ATP Verifiable Credential

UUID of the Request or Response for 
audit purposes.

Expiration date for Replay mitigation
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